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چکیده
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مقدمه

یکی از موضوعات بین‌ظیر بشر که زندگی او را در تمامی شرایط فردی و اجتماعی با تحولات گسترش‌یافته‌ای مواج می‌دهد، رایانه و فضای سایبری است. محصولات سامانه‌های رایانه‌ای را اطلاقات تشکیل می‌دهد. امروزه این اطلاعات به‌حدودی زندگی بشر را تغییر داده و الگوی گسترش را در بنیاد اقتصاد، جامعه و فرهنگ ایجاد کرده است که آن به‌عنوان شاخص مستقیم برای تعریف عصر جدیدی در تاریخ تحولات بشر باید مورد توجه و روش‌هایی به‌منظور از بین رفتن کامل نظم گذشته نیست. دنبال‌جویی دنیای قدمتی همواره می‌باشد و تبدیل در آن همچنان به نهادهای مثبت بر جغرافیا وابسته است (روزنی و سینگ، ۱۳۹۱: ۲۶-۳۷).

فضای سایبری یک آنتی‌توکسین در حال پیشرفت و گسترش است و در کنار دستاوردهای منفی که برای بشر داشته‌اند، مسکنی نیز برای وی به ارمعان آورده است. ازجمله دستاوردهای برای اعمال خرایر این مسئله می‌باشد. علیه امتنع ملی کشورهای اینترنتی و با وابستگی آنها به امکانات بیچیده و خیره‌کننده‌ای که افراد اطلاعات با فناوری هسته‌ای به نسبت تهدیدات گذشته متنوع شده و دوباره را در مسیر پرمختاطرات قرار داده است. امروزه دیگر امتنع ملی فقط با جنگ با کودتا نمی‌شکند که دفاع نظامی در بران آزمایش آید، بلکه با تهدیدهای متنوع و نامعلوم‌سیستم و نژاد می‌شود که صابت از آن از عهدآی نظامی خارج است. در عوض به‌نظر می‌رسد اقدامات پیشگیرانه و به‌خصوص پیشگیری اجتماعی نظیر به ویژگی‌های خاص این ح zar ازجمله پنهان و پوشیده به‌وند و بین‌المللی پیوند/می‌تواند مؤثرترین راه برای مقابله با این تهدیدات نیز به‌هم‌پایی رود.

در تعیین‌گیری‌های جدید به‌عمل آمده از اقدامات پیشگیرانه، پیشگیری به اجتماعی و وضعی

تکمیل‌نی‌شده است (بیور، ۱۳۹۱: ۳۴). پیشگیری اجتماعی شامل مجموعه اقدامات پیشگیرانه از جهایی که در نتیجه از عوامل خاص این این که در تکمیل جرم مؤثر است. این نوع پیشگیری بر مبنای عملیاتی جرایم استوار است و با دخالت در مبهمه اجتماعی ممکن است به شکل‌یک اقدام رهگیرانه برخورد نماید. با دخالت بر دیگر، پیشگیری اجتماعی از جرم راهبردی است که برخورد با این راهبردی اقدامات مجرمانه و در جرایم‌های این نوع پیشگیری در پی نگرین اقدامی جدایی (Grant، ۲۰۱۵: ۵۴). این نوع پیشگیری درپی نگرین اقدامی جدایی (Gilling، ۱۹۹۷: ۴).

پیشگیری اجتماعی با ایجاد ویژگی‌های اجتماعی و وضعی، می‌تواند در محیط اجتماعی عمومی و شخصی قدر در

پی چک‌گیری‌های جرم به‌صورت نامه و هم‌گری است. پیشگیری مبهم، در صدد است اعضای جامعه

را از طریق آموزش، تربیت، تشکیل و تربیت با قوانین اجتماعی آشنا و همچنین که به دیگر سخن.

1. Rosenau & sink
رویکرد پیشگیری اجتماعی، تقویت روابط اجتماعی، افزایش سطح کنترل غیررسمی و درنتیجه بازدارندگی بالقوه و بالا رفتن از ارتقای جرم است (محمدشیری، 1392: 67).

در این مقاله دو پرسش توجه قرار خواهد گرفت: ۱. مفهوم و مصادر جرایم امنیتی، سابیری چیست؟ ۲. چه اقتباساتی را می‌توان برای پیشگیری از این جرایم اتخاذ کرد؟ از این رو، با روشنی توصیفی - تحلیلی این‌جا مفهوم جرایم امنیتی - سابیری و مصادر آنها بیان و مسیر برنامه‌های پیشگیری اجتماعی جهت جلوگیری از این جرایم و اقتباس این ایده برانگیز می‌شود.

1. شناسایی جرایم امنیتی - سابیری

1.1 مفهوم شناسی

فرهنگ علم سیاسی امنیت می‌تواند راچی تصمیمی کند: امنیت می‌عبرت از احساس آزادی کشور در تعقیب هدف‌های اساسی و فکری ترس و خطر محسوس نسبت به منافع سیاسی اساسی و حیاتی کشور (الخانی، 1362) امنیت می‌باشد. سابیری یکی از دو مصادر امنیت می‌باشد که با میانگین فضای سابیری سنجیده می‌شود. امنیت می‌باشد در بافت سیاسی مبتنی به امنیت اطلاعات امنیت و تا زمانی که امنیت اطلاعات مخلوع شود، امنیت می‌باشد تهدید نمی‌شود. جرایم سابیری و مصادر امنیت می‌باشد در این فضا را می‌توان نگهداری کرد، هرگونه تجاوز به هنرجویانی با تهدید نسبی به یکی از پنج موضوع داده و اطلاعات، شبکه و میانگین های رایانه‌ای و مخابرات، کاربران و مسئولین اینترنتی، ارائه‌هدنگان خدمات اینترنتی و نهایتاً موضوعات پرورنده از حدی طبیعی که نسبی با وابسته می‌باشد سیاست درصد تجاوز به آن برای ایده (عیسایی، 1392: 7.

2. مصادر جرایم امنیتی - سابیری

برای جرایم رایانه‌ای دسته‌بندی‌های مختلفی پیشنهاده شده است که مشهورترین آن، بررسی نقش رایانه صوت، رونده و با توجه به اینکه در اینجا این رابطه است که مفهوم و مصادر جرم را در فضای سابیری دارگوی ساخته‌های داخلی و داخلی نبوده‌بوده‌بوده نبوده‌بوده، بنابراین عقیده‌مند که در حقیقت آنها ارائه شده است. برخی از مشترکین نوشته‌ها، برجامه رایانه‌ای را به‌هیپ استفاده که در حقیقت آنها، راهان و فضای سابیر با نقش موضوع جرم دارد یا نقش نقل و جرم در اولین موضوع جرم، راهان نقل مشخص و بی‌فکر دارد و موضوع مربوط محرمانه قرار می‌گیرد، اما در وسیله جرم نقش نقل و جرم با کمک آن ارتكاب سیاپی (میان‌برد) (عیسایی، 1392: 146، 1392: 145)، در این مقاله به توجه به این تقسیمبندی، به برخی جرایم این‌جا امنیت در فضا سابیر اشاره می‌شود.

---

1. نیکی ابتکار، مقدمات حقوق کنونی غیردرمانی ممنوع سیاپی (میان‌برد) (عیسایی، 1392: 146، 1392: 145)، در این مقاله به توجه به این تقسیمبندی، به برخی جرایم این‌جا امنیت در فضا سابیر اشاره می‌شود.
1-1-1. فعالیت‌های تبلیغی علیه نظام

ضرورت صیانت از کلیت نظام حکومتی و ارزش‌های آن سبب شده است در بخی کشورها فعالیت تبلیغی علیه نظام، با ضمانت اجرای کنترل رهبری و شورت. پیش از انقلاب اسلامی، در ایران هرگونه تبلیغ در مقام‌های مختلف می‌توانست با سلطنت مشروطه بایستی از مردم و راه آن‌ها. تنها یک بخش به نفع مجرمان جنین جوامع تبلیغ طبق ماده ۵ قانون مجازات مقدم علیه امنیت و استقلال ملیک (مصوب مجرمان جنین جرایم حیاتی طبق ماده ۵ قانون مجازات مقدم علیه امنیت و استقلال ملک) مورد حمایت قرار گرفت. این کشورها جرایم تبلیغی علیه نظام جمهوری اسلامی ایران را به نفع نظام جمهوری اسلامی می‌دانستند و یا از سال ۱۳۷۵ و با صورت قانون تعزیت‌های جدید، قانون‌گذاری و قانون‌گذاری به کمال ماده ۵۰۰ قانون مجازات اسلامی که در واقع گزارنده شکل‌دهنده انجام انجام هرگونه فعالیت تبلیغی علیه نظام جمهوری اسلامی ایران با بر فعالیت‌های اعمال نظام را محدود و برای آن مجرای تبعیض کرده است. امروزه با گسترش شبکه‌های ارتباطی ادامه انجام جرایم فعالیت تبلیغی علیه نظام سپر سه شده است و افرادی می‌توانند با استفاده از سایت‌ها و شبکه‌های اجتماعی رایگان اقدام به تبلیغات سوء علیه مقدسات اسلامی و نظام ملی کنند.

1-2-1. تشکیل جمعیت، دسته، گروه در فضای سایبر با هدف برهم کنش و زدن انیمیت کشور

در فضای سایبر گروه‌ها، انجمن‌ها یا ادالات گفتوگوی مجازی یک سرور سایبان، است که برخی از سایت‌ها در اخبار یا‌کردینگ، خود را فارغ می‌دهند که از طبق آن‌ها و نهادینه تبلیغ، دسته‌ها گروه تبلیغ دهد. با این‌تروین، امکان تحقیق جرم تشكل نگاه دارد جرایم تبلیغی با هدف برهم کنش این کشور از طبق امکانات رایانه‌ای، امری ممکن است برای نمونه بر اینکه گروه تکمیلی، تنظیم‌یابان است که توسط معاونه، با اعمال اساتید انجام فعالیت‌های سایبری از شکل‌دهنده اجتماعی، تشکیل جنین گروه‌هایی مباشگاهی ممکن شده است. این جرایم ماده ۹۹۸ قانون مجازات جرایم اجتماعی سه تبعیض زنده می‌باشد. این کشور می‌دارد: هر کسی با هر مرکزی، دسته، جمعیت با شیه‌بستگی بیش از دو نفر در داخل یا خارج از کشور تحت هر اسم یا عنوانی تشكل دهد یا اداره کند که هدف آن برهم کنش اینمیت کشور باشد و محارب شناخته شود به حبس از دو تا ۱۰ سال محروم می‌شود. در این ماده
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دو جرم پیشینی شده است: اولًا جرم تشکیل گروه جمعیتی که هدف رساندن تهدید به زندان امینیت کشور است و ثانیا جرم ارائه گروه جمعیتی که هدف رساندن تهدید به زندان امینیت کشور باشد.

۲-۱-۲ ترویز سایبری

جرایم رایانه‌ای در این دسته جرایم انگیزته آن که در آن خود راiane مورد هدف قرار می‌گیرد و موضوع رفتارهای مجرمانه است. این دسته، به‌طوری‌های متعددی که جدیدتر و تجاوز‌های جدید دارند. روی هم برتری می‌توان دو تهدید خاص را برنامه‌ریزی که در قانون‌های کیفری ایران جهت حمل و نقل روش‌های جدید، به‌طور پیش‌بینی‌های کفایت‌آمیز، تروریسم و جاسوسی سایبری.

toriscrm به‌طور مبتدی خطر برای صلح و امنیت ملی و بین‌المللی شمرده می‌شود. این یکی از سیاست‌های بنیادی برای حفظ امنیت ملی است. ترویز سایبری که در نوع مختلف از قطعات تازه‌ی ترویز سایبری (عوارض انسانی، انسانی) است، همکار می‌باشد با پیشرفت آن در فعالیت‌های اخلاقی و حرفه‌ای مشابهی در فضای سایبری برای منظور پیشرفت اهداف اجتماعی، ابتدا منطقی‌تر است.

به‌طور مبتدی خطر برای صلح و امنیت ملی و بین‌المللی شمرده می‌شود. این یکی از سیاست‌های بنیادی برای حفظ امنیت ملی است. ترویز سایبری که در نوع مختلف از قطعات تازه‌ی ترویز سایبری (عوارض انسانی، انسانی) است، همکار می‌باشد با پیشرفت آن در فعالیت‌های اخلاقی و حرفه‌ای مشابهی در فضای سایبری برای منظور پیشرفت اهداف اجتماعی، ابتدا منطقی‌تر است.

Amerال حملات سایبری به طریق دنبال می‌شود که خبرات حلاله به حداکثر برند و موج رسانه‌های کشوری تولید شود. مانند حمله به تأسیسات دولتی با زیست‌پایان اساتید. اقدامات ترویز سایبری همانند بهبود که توانسته به کمک ابزاری از سراسر امتیازات ضروری و تأمین منافع مالی خود را ترویز سایبری می‌دهند و هم نقص موضوع و هدف جرم را که در انتخاب اطلاعات سایپ و شکل‌های مورد هوجوم ترویز سایبری قرار می‌گیرد.

Djegh اشکال می‌شود.

مثال معروف برای اقدامات ترویز سایبری به کمک رایانه‌ای نیز می‌باشد. در یکی از اقدامات ترویز سایبری كانت 2001 malware list, 2002: p.20. که به‌دلیل در نرم‌افزار جدیدی که برای انتخاب موجودی و ترویز سایبری به کمک ابزاری از سراسر امتیازات ضروری و یک طرف کرده، مانند دوستان، به کمک بهزیستی از سراسر امتیازات ضروری و تأمین منافع مالی خود را ترویز سایبری می‌دهند و هم نقص موضوع و هدف جرم را که در انتخاب اطلاعات سایپ و شکل‌های مورد هوجوم ترویز سایبری قرار می‌گیرد.

1. برای مطالعه پیش‌بینی در مورد تهدید در زمینه ترویز سایبری، راهنما
2. Nimda
3. Trojan
4. Four Headed Worm
1. John Ashcroft
2. Rain attacks
2. شناسایی تداویر پیشگیرانه اجتماعی

همانطور که در مقادیر بیان شد، با توجه به نقضی‌بندی پیشگیری اجتماعی به پیشگیری رشدیار
و اجتماعی مشارکت‌های این مدل را برای پیشگیری از جرایم امنیتی - سایبری در دو بحث با همین
عنوان بی‌گریم.

1- پیشگیری رشدیار

ادروزه نسل کودک و نوجوان ما به نسبت نسل گذشته با فضای سایبری آن مبتلا گرفته است.
کودک و نوجوان امروز با این فضا بزرگ شده و از همان ابتدا هر آنچه پرداخته خود مشاهده
کرده‌اند، رنگ و بی‌سایبری داشته است و به موافقت آن از خط‌های این فضا - همچون
فعالیت‌های علیه امنیت کشور مانند تبلیغ علم نظام و مذهب رسی کشور و اجساد اختلاف و
تنگر در قهوه - نیز دور نبوده‌اند، از آن‌رو با اینکه دانگه این فضا آگاهی کرد
تا با گرفتار شدن در آنها، نتیجه می‌گیرند نسیم، این ایجاد پیشگیری رشدیار در نه‌گونه پیشگیری
است که به‌صورت تخصصی در پی جل‌گیری و ممکن از متصرف شدن کودکان و نوجوانان است.

پیشگیری رشدیار به‌عنوان بهره‌برداری پیشگیرانه اجتماعی اطلاعیه است که خطر گران آنان به
دبای بزرگداشت و بروزیگری زیاد است. این نمای پیشگیرانه بر این اندیشه مبتنی است که رفتار و
آداب اکستما درون رشد، عنی از نسل‌های بعدی می‌باشد، زمینه‌ساز ارتکاب اعمال مجرمانه و منحرفانه
می‌شود (اکستمی، 1991، ص 32) از آنجایی که این اقدام‌ها و مداخله‌هایی معمولاً باعث جلوی تمام
ضطری را که در دیدار در محیط آن‌رو در نظر آنان به‌گردید (کاری، 1991، ص 272). در این مدل قدرت
شناخت و تمایز کودکان و نوجوانان تقویت شده و در این‌جا باعث اثبت دادن فردی اجتماعی به آنان آموزش داده می‌شود تا بتوانند
به‌گراش باعث‌کننده با معطلیات، موزیب‌کننده گسترش جرایم و انحرافی که علیه ایمنی ملی کشور
است، از خود واکنش منطقی نشان دهند.

1- انتوگرام‌های پیشگیری رشدیار

این مدل برای پیشگیری از تجاوز، بزه‌گری و زده‌گری برنامه‌های پیش‌بینی کرده است که در
لزی با توجه به موضوع مقاله بخیه از آنها را برپا شنایم.

1-1- برآی انتوگرام‌های خانوادگی

یکی از مهم‌ترین پیشگیرانه‌های به‌توجه کشتن‌گران اجتماعی توجه به نقش و جایگاه خانواده
مرور می‌شود (خرداد، 1367، ص 17) در همین اساس‌ها ممکن است تجربه‌ها و تجربیات و موجود
دوام‌رسانه که می‌تواند به صورت‌های مختلف پیشگیرانه و به‌جوری منجر شود. خانواده به‌عنوان

1. برای اکشن پیش‌بینی در مورد پیش‌گیری وردز رک مه‌هوی. 1390.
نخستین نهاد پورشی فرد، نقش تعمیم کننده‌ی در این تمایلات ایفا می‌کند. به‌طوری‌که که می‌توان گفت کلیه حالات و رفتارهای آینه‌ای کودک چه به‌شمار بسته چه ناهمگر، به محیط داخلی و تربیت خانوادگی وی بستگی دارد.

برنامه‌های پیشگیری مبتی بر خانواده عامل خطر به‌کار و اخراج‌های آینده کودک را که با خانواده همخویان دارد، هدف قرار می‌دهد (welsh, 2007: 18), اقتداهی ناشی از خانواده‌ی مادر برای پیشگیری از رفتارهای منحرافت از طریق بهبوی رشد فکری، عاطفی و اموزشی طرح‌بری شدیدان. ازجمله این مسائل زیرین‌تابی این برنامه‌ها، نحوه آموزش کودک و جوان در انتخاب عقاید و ارزش‌ها می‌باشد. به‌خصوص، نحوه اعداد عاطفی‌ها و انگل‌های تحت کنترل دیگران، اکنون به پیشنهاد برجسته‌ترین تفاوت در این مسائل. برنامه‌ی آموزشی برای بدین‌گونه که فرزندان‌اش با اینترنت کار می‌کنند، راه حل‌های این نکات باشد:

1. ایجاد حس مستحکمیت و راهنماهای انتخاب در گزینه‌های سالم به‌جای استفاده از اینترنت (بی‌خبری بی‌توجه استفاده صحیح از اینترنت). 2. ایجاد تحقیقات و مشابه درباره‌ی محتوای که قرار است مشاهده کنند، و 3. آموزش نحوه روبرویی با محتوای نامناسبی که امتحان می‌کند مورد همگام قرار می‌دهد، یا کاهش عوائق آن، در اینجا ابتدایی باید به خود و اموزش داده تا بدانند چگونه این رهایی‌ها را نسبت به اهداف جوان خود اتخاذ کنند.

1-1-2. تداوم آموزشی-سایبری

منشور از تداوم آموزشی-سایبری آن دسته اقداماتی است که نسبت به کودکان و نوجوانان به کار می‌رود. تا آن‌ها درک مناسبی در مورد تهدیدهای سایبری بی‌گذار کنند و هجراحهای اختلافی در آن‌ها درونی شود و در برای این آسیب‌ها ایمن شوند. دو اصلی می‌توان گفت این اقدامات با موفقیت انجام گرفته است که با دانشکده کودکان و نوجوانان را به‌منند فضاهای دخالت‌خار به‌اختصار نسبت به مخاطبان خود هشدار کند. اخلاق سایبری‌شناسی از اول به‌دست آنها را ارائه دهنده و نیز رفتارهای آنها را مربوط شان‌تر کرد (welsh, 2007). کودکان و نوجوان در خصوص نحوه اطلاعات دریافتی از اینترنت ام از جرحی علیه امتحان ممکن خود به‌ویابه، به‌دست آمده از و تدارک برنامه‌های آموزشی می‌تواند خود به‌ویابه، این تداوم به کودکان باید می‌دهد برای عدم مواجهه با موقعیت‌های نامناسب، چه کارایی انجام دهد و چه چرایی انجام ندهد. ضمناً، به آنها مهارت‌های تفکر را از آموزش (باforest و ناردو، 1387) 24 نوشتارهای جرایم سایبری، که درگیری‌ها در فضای سایبر و عدم درک دقیق آنها تهدیدهای سایبری، ضرورت تکیه بر تداوم آموزشی را موجه می‌کند (دریان و بیور، 1372). به‌عقاپ در این فضای عرفانی کنترل دقت بر آن، به جوان‌گاه‌های بزرگ‌سالان میلادی‌اش که امتحان می‌کشیون به‌عنوان مستقیم و غیرمستقیم هدف قرار داده است.

1-1-3. سواد رسانه‌ای

سواد رسانه‌ای شاهد مهرات و توانایی تحلیل شیوه‌ی و به‌کارگیری ماهرانه‌ی پیام‌ها و میادلات
رسانه‌ای - سایبری است. سواد رسانه‌ای به مخاطب می‌آموزد هنگام برخورداری با یادگیری‌هایی که امینت
مادی را هدف قرار داده است، سؤالات اساسی پیشرفت و برخورداری توان آموزشی، مدیریت اطلاعات
داشتگاه و تامین ابزارهای چندرسانه‌ای قدرتمند فرآیند رسانه‌شناسی و نیز استفاده‌کننده‌ای
متفکر در برخورداری با رسانه‌اش، در همین زمینه می‌توان به شرط کاهش استفاده کرد که
امیررضا میرحسین سواد رسانه‌ای می‌تواند نقش پرفیلی در کاهش آسیب‌ها و استفاده‌کننده و
هوشمندی‌اش از این‌روت داشته باشد (نتایج: 1991). همچنین آنالیز در مطالعات با روش
پیمانی روز 194 جوان معنی‌دار است افزایش سواد رسانه‌ای شرکت کرده
بو董، آگاهی بیشتر و تفکر انسانی با افزایش کرده که به فردی در دوره‌های مزبور شرکت کرده
بو董، داشتند (نتایج: 1991). جامعه‌ای که افزایش سواد رسانه‌ای دارد، نتوانسته انسانی و
اجتماعی بیشتری در مقاله‌بها به‌صرفه رسانه‌ای برخورداری است و افزایش آن دیگر مخاطب صرف، منفعل
و تحت کنترل رسانه‌های تهی‌کننده امینت نیستند، بلکه به‌طور حالی با یادگیری برخوردار می‌کند و
به مخاطب انتخاب‌گر و کنترل‌کننده ما‌وده و فعالیت انسانی برج‌کننده دیگری از این‌روت کننده کرده
کشورها دیگر از جمله کانادا، زاین، ایتان، انگلیس، استرالیا و آمریکا جنوبی سواد رسانه‌ای
به‌عنوان یک‌واحد دوست در نظام آموزشی آنها در حال تدریس است. همچنین پیلس کانادا در
ویسبایت خود اقدامات مناسب برای یادگیری از جرایم سایبری را به‌طور اطلاع مردم رسانه‌است

همچنین یک توجه به اینکه

متاگانی‌جارت برای مصرف‌های آنلاین، واقعیت‌های سرقت‌های می‌گردید، در
ایلات تجمع برای افزایش آگاهی‌های مدرن کمیسیون قدرت از قدرت اقامت به راه‌نمازی و وسایل‌کرده است که در آن شیوه‌های ارتباط سرقت‌های وابستگی به سایر اقداماتی که باید
پس از کشف نوعی که از 221) 2011


در راستای اموزش رسانه‌ای بر پایه «ب» ماده 10 قانون برنامه پیچیده‌ای به‌عنوان
جمهوری اسلامی ایران دولت مالک است سازوارگاری جویای ارائه می‌تواند اماً، داشت و
مهمت همگانی بیشتری به‌عنوان سامانه‌های فضای رسانه‌ای چشید، مقابلی با نهج‌های فرهنگی و جراح و
ناهنجاری‌های رسانه‌ای فراهم و اجرای کنن.

2-1. یپشگیری اجتماع‌می‌دار

یپشگیری اجتماع‌می‌دار از جرایم امینی- سایبری به معنی انتخاب تدبیر همگانی و عمومی برای
ایجاد بستری است که این جرایم ارتباط نیایند یا میزان آن کاهش یابد. این مدل در تلاش است
برای از بین بردن یا کاهش عوامل جرم‌زا بر می‌خشد اجتماع و عمومی اثر گذار و مبنای مداخله
در می‌کند. اجتماعی عمومی ماید می‌گذارد، اجتماعی سیاسی است که در مورد هم مشترک
است (نتیجه‌ی ایرانی، 1999). این مدل بر مبنای روش کنترل عوامل بزهکاری و بزهکاری مبتنی است
بودن تعیین عوامل بزهکاری- بزهکاری و سازمان‌دهی برنامه‌های به‌منظور مقاله‌ای مانند تغییر

1. Anna Phang
شرايط اجتماعی - اقتصادی نامناسبی است که در آن زندگی می‌کند و منشاً رفتارهای
شداجمعی وی می‌شود (یرامی، ۱۳۹۱:۵۵). باعث این تنهایی در مصرف داشت که در پیشگیری
اجتماعی مداز از جرایم امینی ساممری بر اصل پیشگیری اجتماعی بر دوش دولت است که باعث هم
در رسالت اصلاح حاکمیت و هم اگاهاندی را کمترند و شهره‌دان از جرایم امینی ساممری و
عوامل آن دست به ارائه برنامه و پیشنهاد بزند.

1. ۲-۲-۱ کدهای رفتاری

برای بیشترین گسترش آشکار شده بود که نقل سینه به سینه هنگامی که در یک کالبدی نمایان شود و مردم آن را در پیکرهای یکپارچه نیستند و باید ارث کند,
نیم نیاز به اجرای شاخص‌نامه‌ای صحیح بود. از آنجایی که کتاب احکام که نخستین بار روی‌الوح
سنجش صورت گرفت با همانین ویرکرد در دستور کار حاکم گسترش قرار گرفت (صر نوجوانه،
۱۳۹۱:۵۵) در کنار این کادیلاک و پیکت‌پانی هنگامی محتوای هنگامی‌سانزی‌ها نیز دگرگون و آن‌پس
برای یاد ویژه‌ای نگارش شد تا همکاران جهت یکپارچه و هماهنگ‌یابی و بیانند و بتوانند بطور
ارثی‌تر نمک‌مانان خود را تحت تأثیر قرار دهند برگردند این روندها سبب شد این مجموعه‌های
هنگامی‌سانزی که با قانون نامیده و به دلیل برخورداری از شکل و محتوای متضاد، نگاهی
متفوت یافته و افراد جامعه را به‌وسیله خود جلب کرده (نصرتی و نماینده، ۱۳۹۱:۱۰) به
برنریب مجموعه هنگامی‌سانزی‌ها که امر از عناوینی چون قانون، این‌نامه، مقررات پیش‌بینی از سوی مراجع
صلاحت‌دار، برای رعایت مجموعه‌ای با بخش از اعضای جامعه وضع و ابلاغ می‌شود که به‌کار
برای بهبودرسازی رفتارهای بدید می‌آورد و با این‌ها، از یک نگاه می‌توان به سه این در
کدهای رفتاری گنجینه (سرب).

به‌دریچه یا گذشت زمان، یک گازگری کدهای رفتاری به‌عنوان ابزار برای تبیین و ترویج اختلاف
حرافه‌ای و شیوع یافته، از آنجاکه سامانه‌های رایانه‌ای در این‌ها برگاتهای اقتصادی و شخب‌های
حساس‌پذیر و حساس‌سازی‌شده که به‌طور مناسب، سوی مسئول‌های رایانه‌ای نیز در میان آنها
شماشده‌اند از آنجاکه هندس اجزای مختلف اصطلاحات و توصیفات این یک جزء جامعه‌ای می‌تواند
بخشی بازی‌های جامعه‌ها در اقتصاد که بینیکه از مهندسین جامعه‌ها در ارزیابی این‌ها یک مسئولیت
توصیف کد رفتارهای مسئولان و مسئولان ناحیه پیش‌بینی می‌کند که سامانه‌های رایانه‌ای، با نتیجه‌های
با توجه به قوانین، شرایط این که نتیجه‌گیری از سوی قوانین سامانه‌های حساب‌مرتب با
سماپانه‌های رایانه‌ای با توجه به قوانین که از این‌ها متن‌های ترجمه، از
میزان سوی مسئولان که این سامانه‌های رایانه‌ای کامپیوتر شود.

2. ۲-۱-۱ مفهوم شناسی کدهای رفتاری

کد رفتاری با ضوابع رفتاری، مجموعه‌ای از قواعد است که اساساً پایه قبیله مستلزم‌ها با انجام
رفتارهای شایسته از سوی افراد یا سازمان‌هاست. کارکرد مناسب و مستند کدهای رفتاری به

پیشگیری اجتماعی از جرایم امنیتی - سایبری

آگاهیبخشی و شفافسازی باعث شده و نیابدهای رفتاری در جرایم امنیتی تخصصی بررسی گردد. افزایش آگاهی گروهی مختلف شغلی و حرفهای از قوانین و مقررات مربوط، شفافیت و مسئولیت ببیندی را بالا می‌برد و آنها را از پیامدهای نقش رفتارهای مورد انتظار مطلع می‌گرداند و جان فراهم.

اساس کدهای رفتاری بر آگاهی و هشدار دهی و نیز آموزش است؛ در دویند کدهای رفتاری را بهتری راهکاری است که از یکسر بر آگاهی یافته از پیامدهای رفتار ماموران را بهانه‌ای می‌آورد و از سوی دیگر، از پیشگیری‌های ناشی از کاستن داشت و ناگهانی در این فضای پرخطر می‌کاهد. آگاهی، هشدار دهی و آموزش موجب خواهد شد تا افراد با آگاهی از تهدیدهای سایبری و گستره آن، به این آسیب‌ها حساسیت نشان دهند و بطور خودجوش نسبت به مقابله با آن اقدام کنند.

2-1-2-4-گونه‌شناسی کدهای رفتاری

پایه پیشگیری از جرایم سایبری - امنیتی با کدهای رفتاری با دو گروه از اشخاص حقیقی و حقوقی مواجه می‌گردد؛ گاه مخاطبان کدهای رفتاری کاربرانی هستند که در گروه‌های سیستم کارایی و با خط‌برداری‌های مختلف، آماده بودند که یک گروه سایبری قرار می‌گیرند و گاه نیز مخاطبان کدهای رفتاری کاربران و کارمندان سازمان‌های مختلف و حساب کش، که‌های هستند؛ در این اساس کدهای رفتاری به دو دسته عمیق و خصوصی قابل تکمیل‌بندی هستند.

1-1-2-2-2-کدهای رفتاری علومی

فضای سایبری با دارایی توانمندی‌های فراوانی که دارد، به شیوه‌های کارشناسی می‌تواند مورد استفاده قرار گیرد. در این فضای از سوی دیگر، ارتباط جامع امنیتی همچون تحریک و تشییع افراد و گروه‌ها به ارتباط اعمال علیه امنیت به تبیین به نفع گروه‌های مخالف نظام پیشنهاد می‌شود. این است که از روش‌های پیشگیری چون فیلترینگ، تنظیم نیز از آنها جلوگیری کرد. این روش‌ها با کدکه رفتاری علومی ضرورت دارد. این کدهای رفتاری ضرورت از حوزه و محتوایی که برای آن تدوین می‌شود، صرفاً در مقام تعیین رهنمودهای مورد انتظار ظاهر می‌شوند و بر فهرستی از ایجاده و نیابدها به عنوان یک اگزگ، کدکه تألیف می‌شود. در موقع اقدام آگاهی این کاربران از انگیزه‌های به‌کارگیری و مبتنی‌های جرم‌های رایانه‌ای و آشنایی با ندای امنیتی و نحوه حفاظت از خود در فضای سایبری و نیز آشناکهی دستورالعمل کاربردی نهایت آموزش قرار دارد. این کدهای سیستمی است که بعدها به کدهای رفتاری قرار دارد. این آگاهی کاربران را به کارگیری اهمیتی امنیتی نقش شتاب آوری را بازی کنند. (نفری، 1391، شماره 176). در همین زمینه، شورای عالی اطلاع‌رسانی در سال 1379 در سنندج با عنوان «راهبردهای کلمن ارائه خدمات اطلاع‌رسانی و اینترنت در کشور»، تدوین کدهای رفتاری برای کاربران شبکه‌های
اطلاعات رسانی رایانه‌ای را پیش‌بینی کرده بود و در سال ۱۳۸۰، پیرو تصویب و ابلاغ سیاست‌های گی‌شک‌های اطلاع‌رسانی رایانه‌ای از سوی رهبر معظم انقلاب اسلامی، شورای عالی اقلاب فرهنگی به‌منظور انتخاب امور و قانون‌های اطلاع‌رسانی و توسعه خدمات دسترسی به اینترنت در کشور مقررات و ضوابط شک‌های اطلاع‌رسانی رایانه‌ای را تصویب کرد.

۲-۲-۱-۲-۲. کنجه‌ی رفتاری خاص

نوع دانش و اطلاعات لازم کاربران شک‌های کامپیوتری و استفاده کنندگان اطلاعات حساس در یک سازمان، همواره به عنوان مهمترین تهدید امنیتی مطرح و عدم باین‌های و رعایت اصول امنیتی تدوین شده، می‌تواند زمینه ایجاد پتانسیل‌هایی شود که توسط مهاجمان استفاده و سپس بروز مشکل در سازمان شود. مهاجمان همواره در پی جنین فرستاده‌های هستند تا اگر به آنان به اهداف خود نائل شوند، اگر سعی کنیم بر اساس یک روش مناسب، درصد بروز اشتباهات خود را کاهش دهیم، به همین نتیجه نیز شناس موقوف‌مهاجمان کاهش پیدا خواهد کرد (چنگ، ۱۳۹۰). خری جرایم باین‌های هجومی رهنه دان و بیروز به انواعی مراکز مهم با اخلال در روند کار شک‌های بری و گزارش‌های و خسارات زندگی را از انتخاب کشور وارد می‌کند (مثال مرز ایجاد اخلال در جراین برق در آمریکا که درست یک روز بعد از واقعه ۱۱ سپتامبر ۲۰۰۱ رخ داد) که م utan خودکاری از آن‌ها آموزش کارکنان و متخصصان این مراکز لازم است تا بیش از آن‌ها بپیچند. این کشورها در جهت گسترش هر چیز بهتر این اقدام با شغل حضوری که در اختیار دارند درک حساسیت‌های حاکم بر آن مشاغل، خط‌های احتمالی که را به‌هیات شوره‌های مقاله با آنها و همچنین امنیت‌های را که می‌تواند به‌دنیا سنجش کرای از آنها بهره‌مند شود، در بردارد. برقراری یک، از طریق وضع یک گذاره‌ی منعکس‌های حساس مرتب سامانه‌های رایانه‌ای، با پیامدهای تنش‌های فلسفه‌ای که انتظار می‌پردازد، از میزان سوسنگ‌ها و رایانه‌ای کاسته شود. درواقع، مهم‌ترین هدفی که از پیدا نکردن این کشورها رفتاری دنیای می‌شود، از بین برد اکثریت‌های سوسنگ‌های مادری بود که ممکن است کارکنان را تحریک کرده و وارد کار اعمالی از قبیل سرقت اسناد تجاری یا صنعتی و فروش به رقبا کنند (جلال فرامرز، ۱۳۸۰). بی‌منظور تحقیق اهداف قدرتی رفتاری خاص برای خودکاری از حریم امنیتی سایبری شایسته است منصوب‌کردن مراکز حساس مورد امروز تخصص قرار گیرد و آموزش لازم برای یک خودکاری از این جرایم به آنها داده شود. به‌علاوه افزایش به‌هم‌کنش به‌سئی‌ترین در فضای سایبری دارند، به‌عنوان دیدگاه مبتنی سایبری مراکز مهم جذب شوند تا ضمن رسیدن کارکرد درست انیماسیون‌ها و فناوری‌های مرتبط سایبری از یک‌سازگاری‌های احتمالی علیه امینت در فضای سایبری خودکاری شود.
پیشگیری اجتماعی از جرایم امنیتی - سایبری

2-1-5 اطلاع‌رسانی و اطلاع‌گیری

اطلاع‌رسانی و اطلاع‌گیری در مورد فضای ناشناخته سایبر از راه‌کارهای اساسی برای پیشگیری از تهدیدات امنیتی – سایبری است.

1-2-2 اطلاع‌رسانی

تعداد زیادی از کاربران اینترنت، تنها برای گذران وقت و سرگرمی، گام در فضای مجازی می‌گذارند. بسیاری از کاربران نیز به برخی از جرایم سایبری به دیده سرگرمی می‌نگرند. با توجه به بی‌هدف بودن این تعداد از کاربران، احتمال اینکه اینها به سمت ارتکاب جرایم سایبری یا ویگاهای غیرمجاز متمایل شوند، بسیار زیاد است. مجازی بودن، قطعاً نمود خارجی و ملی‌سوس نبودن آثار جرم، بکی از عوامل سوق بافت کاربران به ارتكاب این نوع جرایم است. (بهمنی و دادگان، 1392). بر این اساس پیشگیری اطلاعی در خصوص جرایم امنیتی - سایبری در فضای سایبری می‌تواند تأثیر بسزایی بر پیشگیری از این جرایم داشته باشد. اطلاع‌رسانی در خصوص تهدیدات سایبری می‌تواند جنبه امروزی و هدایت‌دهی داشته باشد. این وظیفه اغلب بر عهده نهادها سازمان‌های همبسته که نقش رسانه‌ای دارند. بر اساس بند 5 قانون اساسی بلا درخ سطح آگاهی عوامی در همه‌پرسی‌ها با استفاده صحیح از مطابعات و رسانه‌های گروهی و وسایل دیگر، از وظایف اساسی دولت جمهوری اسلامی ایران است. اطلاع‌رسانی و کسب اطلاع پیش‌تر در استادی اصلی که ایران به آنها ملکه شده است نیز بهعنوان حقوق بشر مورد تذکر قرار گرفته است؛ ازجمله ماده 19 اعلامیه جهانی حقوق بشر که مقرراً می‌دارد: هر کس حق را آزادی خویش بیان دارد و حق زمین شماه آن است که از داشتن غایت خود بیم و انگیزه انسانی داشته باشند و در کسب اطلاعات اتخاذ و در اخ و انتشار آن به تمام وسایل ممکن و بدون ملاحظات مزین آزاد باشد. اطلاع‌رسانی می‌تواند از طریق سیستم‌های سنتی مانند تلویزیون، رادیو، روزنامه‌ها و شبکه‌های محلی در کار اینترنت، اطلاع‌رسانی خدمات عمومی‌ای و بی‌پردازه برای دادن اطلاعات کلی راجع به مسائل مربوط به جرم، اطلاعات مربوط به خدمات و نگاه‌داری جدید راهبردها و پیشرفت‌های بروز انجام شود. (جنسی و سیدهانی، 1391: 235-236) جرایم امنیتی در فضای سایبر دامنه‌ی گسترده‌ای دارند که ضرورت اطلاع‌رسانی چندوجهی را که اشاره می‌کند. برخی دولت‌ها مراکز اطلاع‌رسانی این‌لاین تأسیس کرده‌اند که اقدام به ارائه مشاوره و توصیه‌های عملی به سیاست‌گذاران، متخصصان و پژوهشگران شناخت در ارکان مختلف دولت می‌کنند.

در بدون‌توجه وظیفه اطلاع‌رسانی برای پیشگیری از جرایم امنیتی - سایبری به عهده دیپلمات این کشور نهاده شده است. در واکنش به منظور پیشگیری غیرکیفی از جرایم دولت ایالت متحده آمریکا شماری از برنامه‌های آموزشی و اگاه‌سازی برای مقابله با جرایم سایبری، صرف‌نظر از هویتی با مقصد مرتکب پیش‌بینی می‌کند. برای مثال، می‌باشد آی‌اف آی اطلاعات و منابع مربوط به محفظا
دانشن رایانه‌ها از تأثیرات جرایم سایبری را ارائه می‌کند (بازار، ۱۳۸۲-۹۹)، در اغلب اینترنت نیز وزارت کشور سایبری را برای کاهش جرم طرایح کرده است که توصیه آن به حمایت از مجازیان قانونی، همگرایی در چهت کاهش جرم و پنهانی و طرح مشارکت در امینیت جامعه می‌پردازد (جوان مهری، ۱۳۸۱: ۱۱۳-۱۱۲).

در ایران طرح آیا هم‌نظر ارتقای دانش فنی کشور و توسعه دانش مدیریت حوادث امینیتی از سال ۱۳۸۴ در پژوهشکده امینیت ارتباطات و فناوری اطلاعات مرکز تحقيقات ایران شروع و پهلوی‌داری آن اواخر سال ۱۳۸۴ آغاز شده است.

https://esfahan.ict.gov.ir/fa/hozahayfaliat/fanavari/apa-%D9%85%D8%B1%DA%A9%D8%B2-%D8%A2%D9%BE%D8%A7

فضای رایانه‌ای ارائه می‌شود. علاوه بر این گروه امداد امینیتی کامپیوتر ایران هم به اعضا یک بخش خصوصی همانند نهض خصوصی سیاسی از کشورها اقدام به رسانه‌های پیروانی کرده که هدف از آن عبارت است: افزایش اطلاع رسانی (مستند و قابل اطمینان بودن اطلاعات)، ب) اموزش (اعتزاز، پیشگیری و پاسخگویی (ایجاد اطمینان در زیرساخت‌ها)، د) تست و ارزیابی امینیتی (شبکه‌ها و سایت‌های نامعتبر) و ه) ارتباط و هماهنگی با مؤسسات، سازمان‌ها و شرکتها بین المللی و داخلی (http://www.ircert.com/aboutus.htm).

2-۲-۲-اطلاع‌گیری

در کنار اطلاعرسانی، اطلاع‌گیری یا خبرگیری نیز یکی از تدبیر مهم پیشگیری است. فضای سایبر به علت کم‌دردسری، پیچیدگی و نیز پنهان بودن آن امکان ارتباط اولویت امینیتی - سایبری را فراهم می‌سازد؛ از این نظر، تدرک برخورد جامع در چهار اطلاع‌گیری در این فضای لازم است. در این زمینه می‌توان برای می‌تواند در کوشش مورگرهای مختلف لیستی را قرار داد تا جان مادن کاربران در صفحات فراخوانده محتوا جرایم امینیتی را مشاهده کرده، آن را گزارش کند و

*به‌طوری که هر هدف امنیتی در سطح شهر با از طریق رسانه‌های تلفنی با مشخصات دیگری در فضای سایبر را ندید که در صورت برخورد شهرداری با هرگونه نوعی مشکوک اینترنتی باید این امر را به مراجع تعقیب اطلاع‌دهد. اطلاع‌گیری عمومی به این نحو که شماره با مشخصات دیگری را به مراجع ارائه دهد، خود سبب احساس ناخواسته مروعی جرایم امینیتی سایبری از اطلاع‌گیری یا کمکی که به‌نام ارتباط برقرار می‌کند، می‌شود و نقص سیاسی و اقتصادی را در پیشگیری دارد* (بازار، ۱۳۸۲، ۹۹) در همین راستا در اکثریت نقاط ایران به نام سیاست‌گذاری برجامیتی بر خبرگیری تأکید شده که به‌عنوان مدل سیاست‌گذاری در امور مرتبط با اطلاعات مصرفی شده و نخستین بار

http://www.fbi.gov/cyberinvest/protect_online.htm

1. رک: وبسایت اف‌بی‌ای به‌نام زیست

2. در حال حاضر هست که مرکز تخصص آیا به‌ترتیب زیر ایجاد شده چنین که به‌طور دامنه خدمات را پس از طی کردن مرحل را می‌پندی و تجهیز، گسترش می‌دهند.
پیشگیری اجتماعی از جرایم امتیازی - ساپیری

در سال 2000 یک توجه به مدل خیرگی ملی انگلستان و در نتیجه این افکار در این مدل، فرایند سرمحلهای برای تحلیل اطلاعات در راستای پیشگیری با کاهش جرایم و مجازات با درجه‌بندی جنایی برای نشان داده است: مرحله نخست: تفسیر و تحلیل محیطی جمنی توسط مدلی عالی خیرگی. مرحله دوم مفرور اطلاعات کسب شده از سازمان‌های جنایی به مراجع تصمیم‌گیری و مرحله سوم: تصمیم‌گیری، مراجعه، محقق جهت پیشگیری با کاهش جریان به‌طور متوسط به نهاد فرق دارد. در سایر کشورهای این ایالات متحده، استرالیا و کانادا نیز تأسیس شده‌اند (عالی‌پور، 1382).

2-3-2 حکم‌الی خوب در فضای ساپیر

حکم‌الی خوب ازجمله مباحث تاریخی است که در دو دهه اخیر توجه محاسب علمی و به‌معنای را به جلد کرده است. در اواخر دهه 1980 و آغاز دهه 1990 اصلاح حکم‌الی خوب توسط بانک جهانی مطرح شد و تأکید آن بر تصمیماتی بود که امکان تأثیرگذاری بر عملکرد اقتصادی کشورها را فراهم می‌ساخت. بعدها علیه بر بعد اقتصادی، بک بر سیاست‌های به آن انرژی شد که شامل ویژه‌گاه مشروحی دوبلیک، پاسخگویی دولتی، حقوق حقیقی بشر از طریق حاکمیت قانون و شایستگی دولتی است (دیال و نفری، 1382، 35).

اگرچه رهگاهی جرایم امتیازی - ساپیری در وضعیت سیاسی، اقتصادی و فرهنگی جامعه نهفته است و بدون توجه به این علل و تلاش برای ایجاد بدنی نارحب‌ها در سطح ملی و جهانی نباید امیدی به پروزی در مبارزه با این جرایم امتیازی داشته باشد، اما برای توجه به توسعه همه‌جانبه و معاون‌ها حکم‌الی خوب باند امتیازی است.

2-3-1 مشارکت و اجاع گری

مشارکت گروه‌های مختلف می‌تواند سبب انتقال ملی و وحدت شود که این خودزمانه را برای پیشگیری و مقابله با حکم‌الی جون تبدیل به نظام رقاب‌های نرمال‌سازی و موج‌های انرژی‌های فرهنگی و علایق به فرهنگ‌های غیر داشتن که به تدبیر کشور را مخدوش می‌کند. به علیه مشارکت سبب آگاهی انتقال مختلف جامعه و پیشگیری از مورد سوء استفاده قرار گرفتن افراد در فضای ساپیر در جهت خدشته به امتیاز ملی می‌شود. برای نمونه در فضای ساپیر با تحریکات از افراد برای جمع‌آوری پول برای ضرده تن دهه امتیاز ملی و نیز تشكیل گروه‌های مجرمانه با هدف برهم‌زندن امتیاز و استفاده می‌شود.

در این جهت در جامعه پیشگیری با الهام از افکاری است که این افراد با الهام از داده‌های از حضور رئیسی (ماده 32، حرف‌های از داده‌های بر جامعه از جامعه و تلاش تکامل‌های سیر این دست رمزها (عالی‌پور، 1392، 33).
نظر به اینکه جرایم علیه امنیت در فضاهای سایبری از نونهای بیشتری برخوردار است، به شکلی که برنامه‌های امنیتی حساس و ابجادات حقایقی نتیجه‌گیری می‌گردد. در این‌صورت، بر این اساس، مشکلات بین‌سرزمینی دولتی و غیردولتی، بخش‌های مختلف و افزایش آینده بیان از ارتباط اساسی بشری از این حوزه‌ای به‌کار می‌آورد. بر اساس تحقیقات خود داشته‌اند، بیشترین خطرات از نظر خاصی در واقع مذاکرات ایران‌کشور واقع می‌شود. در همین زمینه، ماهنت‌های نهایی و اکثریت مقامات، نهادهای مالی سازمان‌های غیردولتی، نظارت و شهوت‌ها نهایی هم به‌وتر و هم اکثریت یکدیگر برنامه‌های بشری از اجرا در اوروند (حوزه جغرافیایی: ۱۳۸۱) به چشم‌انداز است. دست داده برای مشکلات گره‌ها و نهادهای مختلف نقش اساسی را در بدن مدیریت، هماهنگی و تأمین منابع لازم ایفا کنن.

2-۳-۲. پاسخگویی و شفافیت

بسیاری از موارد و اقلاب‌های روزی که در حال حاضر در دانست و دروغ است‌بیان عمومی مردم قرار می‌گیرند، ناشی از ارتباط جراحی که سواس‌افزایش از قدرت و سوخت از سوی دولتمردان و هیأت حاکم است. این امر به‌خصوص به‌شماره‌برداری‌های سفارتی که انتقال می‌کند و مستندات‌های محرمانه و اطلاعاتی که با سیاست‌های خطرناک است، این مورد و نیز بسیاری از مواردی که احساس نجیب‌طلبی را در جامعه تقویت می‌کند و هم‌وقت دویت و مردم و فرهنگ‌گریزش‌های را از انتقال جامعه به‌سخت می‌دهد و آمیخته را تعیین می‌کند. ناشی از پاسخگویی و شفافیت نهاد نمونه‌کننندگان در مورد امور مختلف کشور است. «برای تحقیق این امر لازم است مردم امکان نظارت بر اعمال دولت را داشته باشند و در جریان بندی‌گزین و فعالیت‌های دولت و غربال آن قرار» گفته‌اند. از این موارد، دو اصلی و پیشانی معنی دار و دقیق که امکان ارزیابی فعالیت‌های دولت را به‌بده بوده، از این نظر دسترسی به اطلاعات معنی‌دار و شفافیت است. لازم است این امر باین‌سانه و قانونی شفافیت به دست آید. آن را در قبال اعمال‌ها به پاسخ‌گویی فاختن‌دان (برندراز، ۱۳۸۸: دو–۵۴) یکی از ابزارها برای تحقیق شفاف‌سازی و علیه گردید تقصیف منظم و نیز مسائل واقع

شدن آنها، آزادی اطلاعات و اجرای دولت به‌شکل اطلاعات است، آزادی اطلاعات است که آزادی اطلاعات، حیات دسترسی به اطلاعات بیشتر اطلاعات عمومی و استفاده دولتی است. در دسترسی اطلاعات حقوق معنی قانون انتشار و دسترسی آزاد به اطلاعات در سال ۱۳۴۸ دش قانون انتشار حقوق دسترسی را در دو قالب کنن و واکنش به‌صورت اجباری شایسته کرده است. در قابل کنن، مؤسسه‌های مفید مهربان و جوهر حرفه‌های حرفه‌های پژوهشی و دو اصلی برای این است. انتشار نهاده در قابل واکنش در درخواست از سوی متقاضیان به متقاضیان و نیست ممنوع قانونی مؤسسات عمومی مفید به‌شکل اطلاعات است.
در واقع آنچه راسا در قبال اطلاعات عمومی صورت می گیرد، انتشار و آنچه با دخواست متفاوتی است، ارائه اطلاعات نامیده می شود (بازکرده: 1388، 1389).

3-2-2 فرهنگ سازی و تولید رسانه‌ای

بیساری از جایگزینی امنیت در فضای سایبر را می‌توان با فرهنگ سازی چه در بعد داخلی چه در بین املگی خشونت کرده. در بعد داخلی قوی‌ترین فرهنگ قانونی‌داری، ایجاد اعتماد به طرف‌های خود در افراد جامعه، حمایت از ارزش‌های اجتماعی و نیز فرهنگ رضایت برناهای پیشگیری، زمینه پیشگیری از این دسته جرایم را فراهم می‌کند. زیرا چنانچه مردم بدانند که برناهای پیشگیری به بخش صفتی و کاهش بهره‌وری منجر می‌شود، بهتر و بیشتر در برناهای پیشگیری مشارکت خواهد کرد.

در بعد املگی بنا بر حفظ قانونی‌زود جرایم امنیتی - سایبری، پیشگیری و فرهنگ سازی نیز باید چهار نقطه‌جمعی به خود بگیرد. دلیل این امر هم آن است که فضای سایبر و ارزش‌ها و هنرجویان آن جهانی است و درنتیجه باید یک فرهنگ مطابق و صحیح جهانی بر فضای سایبر حاکم شود. به همین اساس طبق قطعنامه ۵۸/۱۹۹۹ مجموع عمومی سازمان ملل، امنیت سایبری در گرو یک فرهنگ جهانی شناخته شده است (بازکرده: 1388، 1389).

موضوع آخر در خصوص حکم‌های خوی توسط تولیدات رسانه‌ای و حضور فعال داشتن دارنده این فضاهای سایبری است. به شکلی کاربران ایرانی در مورد موضوعات مختلف تولیدات داخلی کافی روبه‌رو هستند. از منظور تحقیق این هدف، ماده ۳ قانون برنامه‌نگه توجه سیکی از طرف دیگر دو امر مهم در این نهاد در «طراحی، تولید، توزیع، انتشار و صدور خدمات و محصولات فرهنگی هنری، رسانه‌ای، صنایع دستی و صنایع فرهنگی» دانسته است. همچنین ماده ۲۰۹ قانون مزبور دولت موفق است سازوکارهای اجرایی لازم را برای «بهره‌وری و هماهنگسازی اقدامات فرهنگی، امورشی، تربیتی، تعلیمی و رسانه‌ای برای مقابله با ناهنجاری‌های فرهنگی و اجتماعی» فراهم کند.

نتیجه‌گیری

انقلاب در فناوری ارتباطات و اطلاعات فرصت‌های یادبودی را در اختیار افراد و دولت‌ها نهاده است که بتواند امورشان را به نحو بهتر تدارک کند؛ اما از طرفی تهدید‌آمیز نیز بوده و آسیب‌پذیری را افزوده ساخته است. استعمارگران دنبال برای آن‌ها برای ویرانی سرسپید در جهان و بزیر سلطه در آوردن کشورهای جهان از اینترنت بیشترین مهربانی را می‌گیرند؛ بدون شکل که از یک سو به جنگ نرم جوانان را از آرزش‌ها و اهداف اصلی زندگی دور می‌کند و خود نیز با این مسئله هدف‌مند افکار عمومی جهان را تحت تأثیر قرار می‌دهند و از سوی دیگر به میزان‌های حضارتی کشورهای هدف هجوم می‌برند و بدین‌گونه امنیت ملی کشورها را مخاطراتی آمیز می‌کنند. این فناوری توانسته منابع
تهذیب‌کننده امینیت ملی را از سطح دولت‌های فراتر بر و در کنار دولت‌های آزاد، جامعه و سازمان‌های فرهنگی و فرهنگی امینیتی شدند.

جایزه امینیتی که در فضای سایبر ارکان می‌باشد، جدیدترین و پیچیدن تهیه‌الله عزیزی‌پور به‌سیاست‌های کیفیت ناظر حقوقی ایران شامل جایزه امینیتی سایبری استفاده‌کننده از فضای سایبر و به‌منظور بهبود و علیه فضای سایبری ایجاد می‌گردد. این جایزه در فضای سایبر در بسی‌رو موجودت در متفاوت و با یک‌سری منحصربه‌فرد ارکان می‌ایستد و بالعکس به اقدام کرتی، مقابله‌گرایانه و پیشگیرانه نیز پایان مناسب با ایمنیت فضای سایبری در مورد مشخصی باید آن‌های سایبری را از اقدامات سخت‌سازی پاسخ‌پذیری امینیت ملی در فضای سایبر سواد جست. جهانی و بدون مرز بودن این فضا و امکان انجام اولویت جایزه‌ای با تکنولوژی و تبادل اطلاعات امینیت ملی را با یک‌سری جدید و جدی مواجه کرده و به‌همکاری را از این جهود کرده است که به‌همان‌طوریکه متفاوت است که اقدامات پیشگیرانه ویژه‌ای دیوان مؤثرین را برای مقابله با این‌جنس حملات و تهدیدات ارائه می‌دهد. در این اساس سیاست‌های ملی در روابط با جایزه سایبری و جایزه امینیت ملی و نیز امکان ارتباط پیشگیرانه خاص و در حال پیشگیری اجتماعی است.

پیشگیری اجتماعی از نظر دارا بودن آثار مشت و شاهدی در قیاس با پیشگیری وضعی و کیفری برمبای ایجاد‌کننده است. با این توضیح که در پیشگیری وضعی که تأکید بر عواملی عضوی، رمزگاری، دیوارهای آتش، فیلترینگ و... دارد، به‌علت تحول و پیشرفت سه‌بعدی فناوری اینترنتی، این سایبری و مهمندی آن زمان نظر که بعث‌الکی مالی از موقعیت این جایزه نمایش و نهایی‌الله ارکانی آن‌ها را بالاتر می‌یابد و در نهایت سبب جابجایی سیبی مجزه‌های می‌شود. از این رو، بنا بر کاری این امپور بود. به‌علوک پیشگیری کیفری که پس از موقعیت جرم با بهره‌جویی از تبادل و اقدامات نظام علامت‌کردن این‌طور که کاهش نرخ جرم جایزه امینیتی سایبری با دارا بودن ویژگی‌های چون جهانی و فرامرزی - به‌همان‌طوریکه پیش‌گیری از جبانی کشورهای امکان‌پذیر و ارتباطی می‌باشد - به‌همان‌طوریکه پیش‌گیری از جبانی کشورهای امکان‌پذیر و ارتباطی می‌باشد، هدف در این مدل پیشگیری از بین بردن آن‌جاست با عوامل طبیعی در جرم است که افراد را مستعد به‌کارکرد یا به‌زاده دیگرین این مدل از راه‌های زیر قرار خواهیم که پیش‌تر اشاره‌شده، اعمال می‌شود. در اقدامات پیشگیرانه اجتماعی تلاش می‌شود با کمک از مراقبت کاربران مالی جایزه امینیتی سایبری در میان اقدامات پیشگیرانه اجتماعی که می‌تواند به کاهش جایزه امینیتی سایبری کمک کند، می‌توان به برنامه‌های خانواده‌مدار، تبادل آموزشی سایبری بی‌ارتباط دانش‌های اطلاع‌رسانی و اطلاع‌گیری، توجه به حکمرانی خوب و شاخص‌های آن، ارتباط با سایر منابع‌های فرهنگی و شفاهی، فرهنگ‌سازی و توسعه رسانه‌ای اشاره کرد.
پیشگیری اجتماعی از جرایم امنیتی - سایبری
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